
Time Event Topic Speaker(s)

8.30 - 9:00 Registration + Exhibition

9:00 - 9:10 Introduction Opening by Conference Chair
Donal Óg Cusack, Cyber Ireland OT 
Security Chairperson, DePuy J & J

9:10 - 9:30
Session 1

How using the ISA/IEC-62443 
standard will help you protect 
your Control and Automation 
Systems from cyberattack.  

Understanding & Applying ISA/IEC 62443 
Standard 

Philip Westbroek, Certified ISA Trainer, 
ISA Europe

9:30 - 9:50
Using ISA/IEC-62443 to select the Correct 
Technology for your Organisation. 

Ciaran Murphy, OT Cyber Security 
Business Lead, NeoDyne Ltd

9:50 - 10:10
IEC 62443 – The Journey Implementing our 
CSMS based on IEC 62443 Compliance

Gordon Walsh, Senior Technical Program 
Manager, CIM

10:10 - 10:30 Q&A with Session 1 Speakers

10:30 - 11:10 Tea Break + Exhibition

11:10 - 11:30
Session 2

Securing your critical 
infrastructure using the 

standard and continuous 
risk assessment - there is no 

permanent solution.  

ISA 62443 - Implimentation Approach for 
the Energy Industry 

Carlos Buenano, Chief Technical Officer 
for OT,  Armis

11:30 - 11:50
Continuous Risk Assessment - Securing 
Critical Infrastructure 

Paul Gaynor, Senior OT Security 
Consultant,  Radiflow

11:50 - 12:00 Q&A with Session 2 Speakers

12:00 - 12:45
"Panel Discussion 

+  
Q&A"

"NIS2 - What's New"

Jacky Fox (Chair), European Security 
Head,  Accenture

Ita O'Farrell, Head of NCSE Compliance, 
National Cyber Security Centre (Ireland)

Katie McCarthy, Head of Security, 
Uisce Éireann (Irish Water)

Joanne Connolly, Head of Compliance, 
Brookfield Renewable

12:45 - 13:30 Lunch

13:30 - 14:00 Exhibition

14:00 - 14:20
Session 3

Setting the foundation for 
collaboration between IT and 

OT, as well as providing insights 
into OT cybersecurity risk, 
threats and applications.  

Forging Trust: The Crucial Foundation for IT-
Engineering Collaboration in OT Security. 

Dave Ryan, Group IT Governance & 
Compliance Manager, Kingspan

14:20 - 14:40
Insights into OT Cyber Security Risk, Threat 
and Applications

Ben White, Business Development 
Manager – OT & IOT Fortinet

14:40 - 14:50 Q&A with Session 3 Speakers

14:50 - 15:30 Tea Break + Exhibition

15:30 - 15:50
Session 4

Cybersecurity defences need 
to be randomly tested to 
check your plan is being 

implemented in full and that 
your defences are effective 

against cyberattack.

Offensive Security Consulting, covering 
Network Penetration Testing

Zach Fleming, Principal Cyber Security 
Consultant Integrity360

15:50 - 16:10
Full-Spectrum Defense:  Random 
Testing to Secure Analog, Serial, and IP 
Communications in ICS/SCADA Systems

Richard Robinson, CEO, 
Cynalytica 

16:10 - 16:20 Q&A with Session 4 Speakers

16:20 - 16:30 Conference Summary
Questions, Comment and followup  by 
Conference Chair

Donal Óg Cusack, Cyber Ireland OT 
Security Chairperson, DePuy J & J

16:45 - 17:45 Bonus Event - Digital Factory Tour at the Irish Manufacturing Research IMR which is only 7 Minutes walk from the hotel - Numbers Limited so book early 
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